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Abstract: This paper proposes to add a Key Issue in FS_eNPN TR.
1. Introduction
The eNPN SID includes the following objective:
2.  Study how to support UE onboarding and provisioning for non-public networks.
2. Discussion
SA1 requirements in TS 22.263 is shown below:

· Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
· Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.
· The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.

3. Conclusion and proposal(s)
It is proposed to add a Key Issue of UE Onboarding and Provisioning through the SNPN in FS_eNPN TR.
* * * * First change * * * *

5.X
Key issue #X: UE Onboarding and Provisioning through the SNPN
5.X.1
Description

Based on operator policy, the SNPN shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The SNPN shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.
The Key Issue is to study the architecture and solution to support UE onboarding and provisioning through the SNPN, including: 

· Which network entity performs UE subscription provisioning and where is the network entity located.

· If the network entity performing UE subscription provisioning is external to the SNPN, what is the reference point between the network entity and SNPN for UE onboarding and provisioning.

· How does the UE discover and select the SNPN before UE subscription provisioning.

· How does the SNPN authenticate the UE before UE subscription provisioning.

· How does the UE (with or without input device) request for subscription provisioning. 

· How does the network entity authenticate the UE, and establish a secure connectivity between the UE and the network entity for provision.
· How does the 5G system enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN in on-demand manner and enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
* * * * End of change * * * *
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